**国际民众合作协会** **(IAPC)**

**隐私政策**

**1. 本《隐私政策》数据控制者和内容**

国际民众合作协会（ "**IAPC**" ，注册地址为 Rue du Rhone 65, c/o MLL Meyerlustenberger Lachenal

Froriep SA, 1204 Geneve），运营网站<https://baobab.iapc.group/>（ 下称"本**网站**"），负责本《隐私政策》 中规定的数据处理操作，除非另有说明。

请注意以下信息， 以了解我们向您收集哪些个人数据以及我们使用这些数据的目的。在数据保护方面，我们主要遵循瑞士数据保护法的要求，特别是瑞士《联邦数据保护法》（FADP）和《欧盟通用数据保护条例》

（GDPR），GDPR中的规定可能在个别情况下适用。此外，其他公司根据数据保护法负责（或与我们共同负责）下面列出的各个数据处理操作，在这些情况下，您也应该注意，这些公司提供的信息也是适用的。

以下信息可能会不时修改。因此，我们建议您定期查阅本《隐私政策》。

**2. 数据保护联系人**

如果您有任何关于数据保护的问题，或希望行使您的权利，请发送电子邮件到以下地址联系我们的数据保护联系人：

secretariat@iapc.group

**3. 您的权利**

在满足相关法律要求的前提下，作为受数据处理影响的个人，您有以下权利：

**访问权**：您有权在任何时候要求免费查阅我们存储和处理的您的个人数据。您可以检查我们处理了哪些关于您的个人数据，以及我们是否按照适用的数据保护法规使用这些数据。

**纠正权**：您有权要求纠正不准确或不完整的个人数据，并被告知纠正的情况。在这种情况下，我们会将所做的调整告知相关数据的接收者，除非不可实现或为实现此目的需投入的精力与其结果不成比例。

**删除权**：在特定情况下，您有权要求删除您的个人数据。在个别情况下，特别是在有法律保留义务的情况下，删除权可能被排除。此时，我们可以在满足条件的情况下屏蔽您的数据。

**限制处理权**：您有权要求限制对您个人数据的处理。

**数据传输权**：您有权免费从我们这里获取您提供给我们的可读格式的个人数据。

**反对权**：您可以在任何时候反对对您的数据进行处理，特别是与直接广告有关的数据处理（如广告邮件）。

**撤回权：**原则上，如果您已表示同意，您有权在任何时候撤销该许可。然而，您已许可进行的处理活动仍然合法，其合法性并不因为您的撤销而改变。

要行使这些权利，请向我们发送电子邮件，地址如下：

secretariat@iapc.group

**投诉权**：您有权向主管监督机构提出投诉，例如对您的个人数据的处理方式提出异议。

**4. 数据安全**

我们使用适当的技术和组织安全措施来保护您存储在我们这里的个人数据，防止数据丢失或遭受非法处理，即在无授权情况下被第三方访问。我们的员工和我们委托的服务公司有义务为您保密和保护数据。此外，这些人只能在履行其任务所需的范围内访问个人数据。

我们的安全措施会随着技术的发展而不断调整。然而，通过互联网和电子通信手段传输信息总是存在一定的安全风险，我们不能保证通过这种方式传递的信息绝对安全。

**5. 联系我们**

如果您通过我们的联系地址和渠道（如电子邮件）与我们联系，您的个人数据将被处理。我们将处理您提供给我们的数据，如您的公司或机构名称、姓名、职责、电子邮件地址或电话号码以及您的请求。此外，收到请求的时间也将被记录下来。

我们处理这些数据完全是为了执行您的请求（例如，提供有关我们项目和服务的信息，回答您的询问，发送材料和文件，采纳您的反馈意见改进我们的服务等等）。根据《欧盟通用数据保护条例》第六条第一款（f），该数据处理是我们为执行您的请求所拥有的合法权益；或者，如果您的请求是为了缔结或执行合同，则根据《欧盟通用数据保护条例》第六条第一款（b），该数据处理符合执行所需措施的必要性。

**6. 向第三方披露和第三方访问**

没有其他公司的支持，我们将无法以最理想的方式提供我们的服务。为了使我们能够使用这些公司的服务，也有必要在一定程度上传输您的个人数据。这是在履行您所要求的合同的范围内进行的。根据《欧盟通用数据保护条例》第六条第一款（b），披露这些信息符合履行合同的必要性。

此外，数据将被传输给选定的服务提供商，但仅限于提供其服务所需的范围。本《隐私政策》 中明确提到了各种第三方服务提供商，如关于市场营销的章节中所述。这些供应商是 IT服务提供商（如软件解决方案供应商）、咨询公司等。根据《欧盟通用数据保护条例》第六条第一款（f），这一数据传输操作符合我们在第三方服务采购中的合法权益。

再者，如出于法律义务，或者为了保护我们的权利，特别是为了执行我们与您的关系所产生的索赔，您的数据可能会被披露给政府、法律顾问或债务追收机构。根据《欧盟通用数据保护条例》第六条第一款（f），该数据传输符合我们为维护权利、遵守义务，或出售本公司的合法权益。

**7. 个人数据向国外转移**

如果有必要进行本《隐私政策》 中提到的数据处理，我们有权将您的个人数据转移给国外的第三方。此时，我们必然会遵守关于向第三方披露个人数据的法律规定。如果有关国家没有足够的数据保护水平，我们通过合同规定保证您的数据得到接收方的充分保护。

**8. 保留期**

我们仅在合法权益范围内进行本《隐私政策》中所解释的数据处理时存储个人数据。而合同数据的存储是法定保留义务的要求，我们按照相关要求遵守会计规定和税法规定保留数据。根据这些规定，商业通信、签订的合同和会计凭证必须保存10年。只要我们不再需要这些数据来为您提供服务，这些数据就会被封阻。这意味着，只有在为履行保留义务或为维护和执行我们的合法权益时，才可以使用这些数据。一旦不再有任何保留数据的义务，并且我们不再有任何保留数据的合法权益，这些数据就会被删除。

A. **适用于使用本网站的特别规定**

**9. 日志文件数据**

当您访问本网站时，我们的托管商阿里巴巴云计算有限公司的服务器会将每次访问暂时储存在日志文件中。以下数据是在没有您的干预下收集的， 由我们保存，直到自动删除：

. 请求的计算机的IP地址

. 访问的日期和时间

. 检索到的文件的名称和URL

. 发出访问的网站，如果适用的话，还有所使用的搜索词

收集和处理这些数据的目的是为了让本网站可用（建立连接），永久保证系统的安全性和稳定性，以及进行错误和性能分析，使我们能够优化网站（关于最后一点，也见第13节）。

在网站的网络基础设施受到攻击或怀疑有其他未经授权或滥用网站的情况下，将对IP地址和其他数据进行评估，以澄清和辩护，必要时会在刑事诉讼中使用该数据，以确定并对有关用户采取民事和刑事措施。

根据《欧盟通用数据保护条例》第六条第一款（f），出于上述目的处理数据是我们的合法权益。

当您访问本网站时，我们使用cookies以及基于使用 cookies的应用程序和工具。在这种情况下，这里描述的数据也可能被处理。您将在本数据保护声明的后续章节中找到更多具体信息，尤其是第11节。

**10. Cookies**

Cookies是当您访问本网站时，您的网络浏览器在您的电脑硬盘或内存中存储的信息文件。Cookies被分配了识别号码，以识别您的浏览器，并允许读取 cookies中包含的信息。

除其他事项外，cookies使您对本网站的访问更方便、更愉快、更有意义。我们出于各种必要目的使用cookies ，即“技术上需要”，以满足您对网站的使用预期。例如，我们使用cookies是为了能够在您登录后识别您是注册用户，而不需要您在每次浏览各个子页面时再次登录。购物车和订单功能也是基于cookies。此外，cookies还执行网站运行所需的其他技术功能，如所谓的负载平衡，即把页面的性能负载分配给不同的网络服务器， 以缓解服务器的压力。我们也出于安全目的使用Cookies ，例如防止未经授权的内容发布。最后，我们也把cookies用作我们网站设计和编程的一部分，例如上传脚本或代码。

根据《欧盟通用数据保护条例》第六条第一款（f），该数据处理帮助我们提供一个用户友好、版本最新的网站，符合我们的合法权益。

大多数互联网浏览器自动接受cookies。然而，在访问本网站时，我们会要求您同意我们使用技术上不需要的cookies，特别是在使用第三方cookies进行营销时。您可以点击cookies弹窗上的相应按钮来定义您想要的设置。与各个 cookie相关的服务和数据处理的具体情况可以在cookie弹窗内和本《隐私政策》的后续章节中找到。

您也可以对您的浏览器进行配置，使其不在您的计算机上储存 cookies ，或者在您接收到新的cookies时发送信息提醒。在以下页面中，您将看到如何在选定的浏览器中配置 cookies。

. [谷歌浏览器](https://support.google.com/chrome/answer/95647?hl=en)

. [苹果 Safari 浏览器](https://support.apple.com/zh-cn/guide/safari/sfri11471/mac)

停用cookies可能意味着您无法使用本网站的所有功能。

**11. 追踪和网络分析工具**

**11.1 基本信息**

为了基于需求的设计和持续优化本网站，我们使用下面列出的网络分析服务。在这种情况下，我们创建了匿名使用配置文件，并使用了cookies（请参考第10条）。由cookies生成的关于您使用本网站的信息通常会与第9条所列的日志文件数据一起被传输到服务供应商的服务器上，并在那里进行存储和处理。这也可能导致转移到国外的服务器，例如美国（关于这一点，特别是相应的保障措施，见第8条）。

在处理这些数据时，我们会获取以下信息，包括：

. 访客在网站上的导航路径（包括浏览的内容和选择或购买的产品）

. 在网站或子页面上停留的时间

. 离开网站前最后浏览的子页面

. 访问的国家、地区或城市。

. 终端设备（类型、版本、颜色深度、分辨率、浏览器窗口的宽度和高度），以及

. 回访者或新访客

供应商将代表我们使用这些信息来评估网站的使用情况，为我们编写网站活动报告，并提供与网站和互联网使用有关的其他服务，以进行市场调查，并基于需求完成网页设计。对于这些处理操作，我们和供应商在某种程度上可以被视为联合数据控制者。

根据《欧盟通用数据保护条例》第六条第一款（a），您的许可构成我们使用以下工具进行数据处理的法律依据。您可以在任何时候在您的网络浏览器设置中拒绝或停用相关的cookies（见第10节），或利用下文所述的特定服务选项来撤销您的许可或拒绝处理。

如您想了解作为（唯一）数据保护控制者的各供应商对您的数据的进一步处理，特别是根据国家法律规定将这些信息转发给政府等第三方，请参考各供应商的数据保护信息。

**12. 社交媒体**

**12.1 社交媒体账号主页**

本网站列出了我们在以下供应商的社交媒体上的账号主页链接。

. Facebook by Meta Platforms Inc, 1601 S California Ave, Palo Alto, CA 94304, USA;

当您点击本网站上的社交媒体图标时，会自动跳转到我们在该社交媒体上的账号主页。这在您的浏览器和该社交媒体的服务器之间建立了一个直接连接，该社交媒体会获知您用您的IP地址访问过本网站并点击了链接的相应信息。

如果您在本网站上保持登录状态时点击了其中一个社交媒体链接，则本网站的内容可能会跟您的社交媒体主页产生关联，由此该社交媒体会直接把您对本网站的访问记录到您的社交媒体账号名下。如果想阻止这种情况发生，您应该在点击相关链接之前在本网站上退出登录。在任何情况下，如果您在点击链接后登录到相应的社交媒体，那么您对本网站的访问和您的社交媒体账号之间就会产生关联。根据数据保护法，相应的供应商对相关的数据处理负责。请留意相关社交媒体网站上的信息。

根据《欧盟通用数据保护条例》第六条第一款（f），我们在这方面的任何数据处理均符合使用和推广我们的社交媒体账号的合法权益。

**13. 外部链接**

我们的网站上嵌入了研究平台和其他相关网站的链接。如果您从我们的网站访问这些链接，该数据可能会披露给您所访问网站的所有者。